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v2.1

Version 2.1 provides new features, existing feature enhancements, and fixes.

New features

This section describes the following new features that we are releasing with version 2.1:

Security Information and Event Management (SIEM) integration

Remote public Wi-Fi device connectivity blocking policies

Remote password policy and session locking policies

Scheduled sensitive data scans

1 - Security Information and Event Management (SIEM) integration

For further information, see Security Information and Event Management (SIEM) integration.

2 - Remote public Wi-Fi device connectivity blocking policies

Remote device permission policies can now be configured for public Wi-Fi connectivity. These policies allow you to block

access to public Wi-Fi networks for specific devices or groups of devices. Policies can be applied to Windows and macOS

devices.

For further information, see Wi-Fi Connection.

This feature is specific to endpoint devices, and therefore will only function after updating the Coro Agent on your device

(Windows-2.1 or macOS-2.0).

3 - Remote password and session locking policies

Remote password and session locking policies can now be configured for Windows and macOS devices. These policies

allow you to govern end user password rules and screen lock-out following multiple failed login attempts. These security

features help protect sessions on users' devices.

For further information, see Remote Password and Session Locking.
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