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v1.7

Coro version 1.7 provides many new features, enhancements, and fixes:

New features

This section describes the new features that we're releasing with version 1.7.

Remote disk encryption

This feature is supported on installed drives only. It is not yet available for removable drives.

Coro now enables remote disk encryption for MS Windows endpoint devices. When you encrypt an endpoint remotely,

the encryption key is automatically stored in the device details from the Coro Console.

For any device, you can see the list of drives and their statuses under Actionboard > Devices > View.

Additionally, tickets are generated for the vulnerability Unecrypted Endpoint Drive for supported endpoints when at least

one of their drives is unencrypted. In this case, the device details per drive also appear in the ticket itself.

For more information, see Endpoint encryption.

The domain and violater search operators are now available from a dropdown in the search field from ticket logs. This is

the first of many additional operators we plan on adding.

Note
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