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Version 3.1.1, a minor release, includes:

New features

Enhancements

Fixed items

Agent updates

New features

This section describes the new features that we are releasing with version 3.1.1.

 1 - Roles and permissions

Coro is now introducing roles for admin users at the workspace level. You can assign granular permissions to each role.

This helps businesses better align with compliance needs, manage roles in alignment with their internal policies and

requirements, and better ensure operational efficiency and business continuity.

You can access roles and permissions through Control Panel -> Access Control -> Roles. Coro has three predefined roles,

which can’t be edited or deleted:

Viewer: Can view content.

Administrator: Can view and edit content.

Super admin: Can view and edit content. Additionally, only super admins can reassign roles to admin users.

Additionally, custom roles can be created for admin users, with permissions tailored to those users.

Permissions are categorized into the following options:

No Access: The admin user cannot see or interact with the section.

Can View: The admin user can see the section but cannot make changes.

Can Edit: The admin user can view and make changes to the section. 
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