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v2.1.2

Version 2.1.2 provides new features, existing feature enhancements, and fixes.

New features

This section describes the following new features that we are releasing with version 2.1.2:

Comments section in tickets

Microsoft Sentinel SIEM Integration

Specify the default email quarantine folder

1 - Comments section in tickets

Comments can now be added to tickets. This is advantageous for both Coro customers and Coro SOC team members

when communicating ticket analysis and recommended actions. Comments can also provide general information. 

Comments in tickets can increase the efficiency of ticket resolution by eliminating the need to manually communicate

ticket-related information via email or other messaging platforms. 

In addition, customers will be able to respond to SOC's analysis and add their own general notes to tickets. Comments

can also be sent to customers directly from the Coro console.

For further information, see Adding comments to tickets.

2 - Microsoft Sentinel SIEM Integration

Coro now supports Microsoft Sentinel SIEM Integration.

For further information, see Microsoft Sentinel.

3 - Specify the default email quarantine folder

You can now specify the default folder where phishing emails are stored for Microsoft 365 and Gmail.

For further information, see Specify the default email quarantine folder.
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