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Users and user types

One of Coro’s key functions is to protect and monitor users within an organization who have accounts with connected

cloud applications, such as Microsoft 365.

When an admin user connects their Coro workspace to a cloud application, Coro locates identifiable and accessible user

accounts. These accounts are defined as protectable by Coro. 

The admin user instructs Coro to protect protectable users, either by specifying individual user accounts, by selecting a

known user group from the application's directory, or just instructing Coro to protect all identifiable and protectable

users. Coro automatically applies protection to those users and monitors their activity within the connected application.

Coro identifies users by their email address. If a user uses different email addresses across different applications within the

same organization, Coro might not be able to identify them as the same individual across all connected applications.

Note
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