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Connecting a device to the VPN

VPNs establish a secure and encrypted connection over the internet between devices and a remote server. This

connection makes it difficult for hackers or third parties to intercept or access the data being transmitted.

By default, end users can’t disconnect their devices from the VPN. Admin users can allow specific devices to be manually

disconnected from the VPN.

For users who cannot disconnect from the VPN, the Coro Agent interface looks similar to:
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