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Using VSS backup protection on your Windows endpoints

Ransomware attacks typically corrupt or encrypt local files, so taking frequent backups of your files is essential to allow

quick recovery and minimize business impact. The Coro agent utilizes the Windows VSS (Volume Shadow Copy Service)

mechanism to automatically save a snapshot of your device's files.

To enable VSS protection for your endpoint devices:

Sign into the Coro console.

Navigate to Control Panel > Endpoint Security > NGAV.

Enable Secured Shadow Backups and apply the required device labels:
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