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Introducing Email Security

In Coro, phishing refers to any fraudulent email message aimed at deceiving the user into disclosing sensitive information

or downloading malware.

Coro further classifies phishing attempts into specific ticket types, each pertaining to one or more related findings. To see

the full list of Coro's Email Security ticket types and the corresponding outcomes, see Email Security ticket types.

In the Coro console, view all email security tickets by selecting the Email Security component of the Actionboard:

To learn more about all Actionboard components, see Actionboard overview.

To learn more about how Coro processes and presents tickets for review, see Ticket log.

Existing email providers

Coro's email security module works alongside your Google or Microsoft email service.

For customers using the Inbound Gateway feature, Coro performs detection and remediation ahead of both providers, in

that all preexisting email rules within Gmail or Microsoft 365 are processed after Coro has scanned and remediated emails

for phishing and malware.
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