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The Actionboard

Your Coro service is managed through the Coro console, a web-based portal accessible through most common browsers.
The console provides all the tools needed to manage and monitor your Coro workspace.

Using the Actionboard

After you log into the Coro console, Coro presents the Actionboard. This is the main dashboard to monitor and manage

ticket activity for all protected apps, users, and devices.

The Actionboard is divided into the sections marked in the following image:
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