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Cloud app security

Does the Coro Security Platform offer Multi-Factor Authentication (MFA)?

Yes, you can enable MFA from the console. In addition, all individually supported cloud applications support MFA.

Can Coro control accessibility to Microsoft Sharepoint using IP restrictions?

Yes, Coro can control accessibility to Microsoft Sharepoint using Microsoft 365 Access Permissions.

For more information, see Setting Permissions for your cloud applications.

Why does the Activity Log of a Malware in Cloud Drive ticket indicate that
remediation of a suspected malicious file failed?

A failed remediation activity within a Malware in Cloud Drive ticket indicates that the file was remediated by the native

cloud application.

For more information, see Malware detection in cloud drives.
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